
Every 39 seconds, hackers 
around the globe launch 

another cyber attack. When you 
partner with JSI, rest assured 

that you and your company will 
remain compliant while helping 
to protect your company from 

financial, legal, and reputational 
damage with our Cyber Secure 

Essential and Plus packages.

Not sure where to begin? Meet 
with one of our experts to assess 

your current threat risk and 
identify where you might have 

gaps, leaving you open to cyber 
attacks and government fines.

Scan the QR Code to Schedule a 
Free Risk Assessment Today!

Protect your network and ensure 
compliance with our Cyber Secure 
Essential and Plus Packaged services.

Essential Package Includes:

 • Network Vulnerability Scans

 •	Configuration	&	Password	 
  Assessments

 • Remote Security Awareness Training

 •	Social	Engineering	&	Phishing	 
  Campaign

 • Cyber Plans Updates

 •	Policies,	Procedures,	&	Risk	 
  Assessment Updates

 •	Hardware	&	Software	Inventory	 
  Updates

 •	Remote	Review	of	Physical	Security	 
  Controls

Plus Package Includes:

 • All items in the Essential Package

 • Continuous Vulnerability Scanning  
	 	 &	Response

 •	Threat	Detection	&	Protection	for	 
  Device

Package Add Ons:

 •	In-Person	Review	of	Physical	Security	 
  Controls

 •	In-Person	Security	Awareness	Training

 • Quarterly External Scans

 • BCP/DR Updates

 • BCP Test Documentation

Cyber Secure®



DDoS Mitigation Subscription Service 
Distributed	denial-of-service	(DDoS)	attacks	happen	quickly,	leaving	many	internet	service	
providers	(ISPs)	completely	unaware	that	they	are	even	under	attack	until	it	is	too	late.	

Our DDoS Mitigation subscription service can give you and your broadband network  
the	security	that	you	need	before	disaster	strikes.	

Core Features Include: 

 •	 An	automated,	cloud-based	solution

 •	 Automatic	detection	of	a	DDoS	attack	against	 
	 	 a	subscriber	and	mitigation	of	that	attack	before	 
	 	 it	can	disrupt	other	ISP	customers

 •	 An	interactive,	web-based	tool	that	you	can	use	to	see	 
	 	 bandwidth	consumption	for	any	network	IP	address

 •	 The	ability	to	identify	attacked	IPs	and	to	monitor	the	 
	 	 status	of	mitigation	activities

Cyber Compliance
The	JSI	Cyber	Compliance	Program	enables	you	to	meet	all	of	the	new	guidelines	to	
ensure	you	receive	your	full	grant	award.

Cyber Security Risk 
Management Plan

• Risk Management  
 Strategy Section

• Risk Assessment  
 Section

• Policies

• Appendices

• Excel Risk  
 Assessment  
 Template with  
 Responsive Cells

Cyber Supply Chain  
Risk Management Plan

• Risk Management  
 Strategy Section

• Appendix – Supplier  
 Risk Assessment Example

• Appendix – Master  
	 Requirements	List	for	 
 Critical Vendors

• Appendix – Vendor  
 Review Form

• Excel Risk Assessment  
 Template with  
 Responsive Cells

Cyber Incident  
Response Plan

• Focuses on preparing  
	 for,	and	responding	to,	 
 cyber security incidents

•	 Included	in	the	NIST	 
 Cyber security  
	 Framework,	CISA	 
 baseline goals, and  
	 NISTIR	8276

• Based on steps listed in  
	 NIST	800-61:	Computer	 
 Security Handling Guide

•	 Includes	a	Ransomware	 
 Playbook

Scan the QR code 
to learn more  

about JSI’s DDoS  
Mitigation services.
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